
 

The electronic signature is to the handwritten signature what e-mail 

is to the postal mail. Likewise, the electronic signature is not only a 

tool of digital transformation, but a fundamental component that 

accelerates business processes and redefines the regulatory, 

technological and institutional environments themselves.  

Unlike other cloud-based service providers for electronic 

signatures, Adnovum offers a secure on-premises solution. It 

identifies the signing party and subsequently offers three types of 

signatures: simple, advanced and qualified (QES). The latter is 

legally binding and thus also suitable for highly demanding clients 

such as banks. 

 

Your benefits 

– Passwordless experience of the signature mobile app to validate 
signatures  

– Legally binding solution supporting simple, advanced and quali-
fied electronic signature and electronic seal 

– Protection of contracts with third parties using strong encryption 
controlled by bank 

– Sovereign solution that runs within Swiss data centers controlled 
by bank (not subject to Cloud Act) 

– Fully digital experience, customized to bank's branding 

– Signing capability is available in browser, in the mobile signature 
app or integrated in the bank's e-banking mobile app 

– Compliance with all required legislation and control over data res-
idency 

– Possibility to enable qualified electronic signature for already 
onboarded bank customers 

Solution highlights 

– Functions in «qualified digital» signa-
ture mode without storing or exposing 
any Customer Identification Data 
(CID) to third parties, including signa-
ture service provider 

– Supports multi-tenancy and granular 
capability of data micro-segmentation 

– Covers multiple jurisdictions, includ-
ing CH, EU, Singapore, HK, and the 
Bahamas 

– Leverages the bank's existing cus-
tomer onboarding process 

– Runs on-premises at the client or in 
managed service mode 

Integration and application 

– Choice between a client-branded sig-
nature mobile app or a Mobile SDK 
allowing to integrate the digital signa-
ture functionality into the customer's 
digital banking applications 

– Possibility of integration of the solu-
tion with a customer onboarding or 
any other platform 

– Dedicated Identity Provider which can 
be interconnected with bank systems 
through standard protocols and feder-
ation 

 

 

Do you want to confirm the signature for 

the document “Data retention policy”?

Confirm signature?

Confirm

Cancel

Face ID

 

Do you want to confirm the signature for 

the document “Data retention policy”?

Confirm signature?
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Cancel

 

Close

Please continue on the Digital Signature 

Portal.

Signature confirmed

Adnovum 
Electronic Signature 

Bridge the gap: adopt legally binding digital signature to achieve 

complete digitalization of the customer experience. 
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